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Introduction 

Once the lighting control system in a site has been installed and commissioned it is desirable to be able to 
make adjustments without having to return to the site. This is particularly important for site that are a long 
way away or are otherwise difficult to obtain entry to. 

There are several ways of being able to use RAPIX Integrator with a remote site. 

 

Remote Access Software 
The simplest solution to setup is to have a computer on the site that has RAPIX Integrator installed on it, 

then use remote access software to view and control the computer remotely.  

 

Using Remote Access Software to remotely configure a site 

Examples of software that provide this type of capability include: 

• Microsoft Remote Desktop 

• TeamViewer 

• AnyDesk 

• SolarWinds 

 

VPN 
An alternative approach is to use a secure connection that allows your computer running RAPIX Integrator 

to connect to the remote site’s LAN and communicate directly with the RAPIX DALI Interfaces (Zone 

Controllers and EDIDs). This generally involves the use of a Virtual Private Network (VPN). 

 

Using a VPN to remotely configure a site 
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Tunnelling 
A similar approach is to use a tunnelling service to securely connect the computer in your office to the 

RAPIX DALI Interfaces. An example of a tunnelling service is rport.io (https://rport.io/).  

 

Using tunnelling to remotely configure a site 

In this case, RAPIX Integrator needs to connect to a unique URI for each of the RAPIX DALI Interfaces (which 

is not the same as the interfaces’ local IP Address). For example, a Zone Controller’s IP Address might be 

192.168.1.123 and the URI for connecting to the Zone Controller via the tunnelling service might be 

mytunnel.com/hskfd8. RAPIX Integrator would connect to mytunnel.com/hskfd8 and the tunnelling service 

would connect that to the zone controller and securely route any messages between the two. 

To configure this in RAPIX Integrator, add the tunnel URI details to the Alternative Connection: 

 

Configuring a Zone Controller to use an alternative connection 

When you are using RAPIX Integrator remotely, select Use Alternative Connection.  

When you are using RAPIX Integrator on-site, deselect Use Alternative Connection.  

If the tunnelling URI requires a port number, it can be appended with a colon separator. For example, if the 

URI was mytunnel.com/hskfd8 and the port number was 1234 then enter mytunnel.com/hskfd8:1234 in 

the Alternative Connection box. 

When configuring the tunnelling service, you will need to use the correct port number for the RAPIX DALI 

Interfaces: 

Zone Controller: Port 36688 

EDID:   Port 10001 (DALI Line 1) and Port 10002 (DALI Line 2) 

 

Note: Ozuno does not endorse or support any of the third-party tools or services listed in this document. 

They are provided for illustrative purposes only. 

https://rport.io/
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